Information Systems Auditor

Purdue University’s Audit department is seeking candidates to fill an opening for an Information Systems Auditor. The Information Systems Auditor will develop and perform activities related to the risk assessment and auditing of information technologies, systems, procedures, and controls; including assisting in the planning and completion of the annual information technology audit plan. Will perform audits for complex information technology systems at all campuses relating to security, confidentiality, integrity, and availability of data. Will use specialized internal auditing knowledge in completing information system audits. Will identify information system compliance risks, controls that mitigate risks, and provide an assessment to demonstrate the effectiveness of the controls. Duties will include analyzing evidential data as a basis for an informed, objective opinion and preparing comprehensive reports. Will prepare audit programs, independently conduct audit field work, and write detailed reports. Will assist other auditors in validating the reliability of the information system controls supporting business operations. This is a highly confidential position requiring strict adherence to Internal Audit's code of ethics and professional auditing standards. Some travel is required.

Requirements:

- Bachelor's degree in Computer Science, Accounting, Statistics, or related field.
- Three years of progressively responsible experience in information systems auditing or information technology.
- Information technology audit skills, including the ability to evaluate the security, confidentiality, integrity, and availability of data for complex information technology systems.
- This includes the skills necessary to audit the information technology architecture and infrastructure.
- Proficient in personal computing, networked environments, and enterprise resource planning applications.
- Ability to analyze a situation when limited information exists.
- Ability to influence and build work relationships among a diverse workforce at all levels.
- Self-motivated with the ability to work independently and in a team environment.
- Ability to analyze, interpret, inform, and communicate University policies and procedures.
- Excellent communication (oral & written), planning, organizational, problem-solving, critical thinking, analytical, and customer service skills.
- Must possess a learning orientation to rapidly changing technology.
- Audit proficiency must be demonstrated which conforms to professional auditing standards.
- Work is expected to be carried out with limited supervision.
- Oversight will be provided by the Information Systems Audit Manager.
- Some travel is required.

It is preferred for candidates to possess:

- Professional designation such as Certified Information Systems Auditor (CISA), Certified Information Security Manager (CISM), or other auditing certifications.
- University or higher education experience.

Interested applicants please view the full description and apply online at www.purdue.edu/careers, reference posting number 1402976.

Purdue University is an EEO/AA employer. All individuals, including minorities, women, individuals with disabilities, and protected veterans are encouraged to apply.